
Parent Meet: Internet Safety

October 5th, 2020
11am or 5pm



Agenda

1. How do we protect the 

devices that your 

students are using?

2. What are students being 

taught about internet 

safety?

3. What can we, as parents, 

do to help our kids use 

technology safely?

4. Questions and Answers



Protecting the 

Device and your Data 



Device Defense:

For the iPads:

Students/Family cannot download new apps 

unless they are in the Catalog.

Internet links are not necessarily filtered, 

so parents need to monitor their student’s 

use of the devices carefully. 

Make sure to check for IOS software 

updates (Slide 5)

Protection From Malware? 

For the ChromeBooks:

FortiClient Chromebook WebFilter makes 

it so that only Rialto USD approved sites 

are allowed to be viewed on the device. 

Check Chrome OS for new updates (Slide 7)

Protection from malware?



Ipad Tips: Software Update 

● Mini Ipads need to be constantly updated

● As of right now, Ipad Operating System is 14.1

● If Ipad is not updated, some apps will not be available for 

use or work



Ipad Tips: Software Update

1. Find and tap on Settings app

2. Proceed to tap on General and 

then on Software Update

3. If your Ipad is up to date, you 

will get this message

4. If your ipad is not up to date, 

tap on Download and Install
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Chromebook Tips: OS Update

1. Open Chrome browser

2. Find and click on three dots located top right corner

3. Scroll down and find “Help”

4. Click “About Chrome”

5. Proceed to click on “Chrome OS Settings”

6. Click on “Check for updates”

7. Chromebook will either download latest operating system or notify 

Chrome is up to date
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Update on the malware attack??



Student learning 

about internet 

Safety… 



What are Teachers teaching about online Etiquette and Safety?

Common Sense Education 

Lessons on topics such as: 

● Finding My Media 

Balance (This song)

● How technology 

makes you feel

● That’s Private!

● Password Power-up

● Digital Friendships

Be(ing) Internet Awesome! 

** Google’s Interland...

** Peardeck lessons

https://www.commonsense.org/education/videos/media-balance-is-important
https://beinternetawesome.withgoogle.com/en_us/


How can we, as 

parents, work with 

our students? 



What can we do to help our students succeed in their Distanced 

Classes?
Notes to remember: 

1. When your child unmutes 

themselves without permission, 

especially in Kindergarten classes 

on iPads, the other students cannot 

see or hear the lesson. 

2. A quiet Room is essential! The rest 

of the class can hear anything 

going on in the room with your 

child: TVs, talking, dogs barking, 

etc.)

3. Use resources, like Common Sense 

Media to help us with… 

a. Digital Citizenship

b. Making Choices about sites

c. Modeling Tech use

d. Setting Limits

1.

2.

3.
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It’s never too early to 
talk to your kid about 
digital citizenship, 
being kind online, and 
calling out cruelty!

It’s never too early to talk to your kid about 
digital citizenship, being kind online, and 
calling out cruelty!

Digital Citizenship

It’s never too early to talk to your kid about digital citizenship, 
being kind online, and calling out cruelty.
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There’s some iffy stuff out there.
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Choose
Help kids make 
good choices.

Check
Check what
they're doing.

Chat
Follow up 
with a chat.



Internet Traffic Light

● Students nowadays have more access to topics 

● We, as parents/guardians, must teach our young students how to safely 

navigate websites

● Internet Traffic Light is a procedure that we can teach our children how 

to determine which sites are perfect for them



We go online to find
New things to do and see. 
The internet traffic light 
Shows where we need to be.

Green means GO!
To sites we trust.
Yellow means SLOW!
Being safe is a must.

Red means STOP.
Ask if it's OK.
Trust your gut.
To go the right way. 

Internet Traffic Light



● We also have to watch out for what our children are 

sharing online

● Students need to know the difference between private 

and personal information

● We have to explain why it’s risky to share private 

information online

Private & Personal Information



Information about you that 

can be used to identify you 

because it's unique to you 

Private Information

Information about you that 

cannot be used to identify 

you because it is also true 

for many other people

Personal Information

KEY VOCABULARY



Clickbait Links/Sites

● Over the past few years, new methods have been 

developed to entice people to click on links and sites.

● One method is called Clickbait.

● Clickbait engages our curiosity and attempts to get our 

attention.

● We have to teach students how they can avoid Clickbait 

links or websites.



● Clue #1: It seems impossible or unbelievable. 
FOR EXAMPLE: "Think Your Cat Loves You? It's Actually Plotting 
to Make You Sick."

● Clue #2: It tries to shock you. 
FOR EXAMPLE: "You Won't Believe This!" or "The Answer Is Genius!"

● Clue #3: It refers to a celebrity or popular topic. 
FOR EXAMPLE: "Kylie Jenner Talks Selfies and Bubble Tea: You Won't Believe 
What She Says!"

Clickbait Clues



Results of Clickbait Links/Sites

● Clickbait links/sites can attach cookies to computer devices, 
which can then sell your personal internet information to 
advertisers.

● It can attach malware, virus, or trojans to your device

● Clickbait links/sites can slow computer devices down, due to 
constantly collecting data
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50 %
of teens feel addicted 
to technology.

59%
of parents feel teens 
are addicted.

Over 1/2
of teens multitask while doing homework, 
and most believe it doesn't hurt the quality 
of their work.

Over 80%
of parents and teens feel technology makes 
no difference or helps their relationships.

Use Media: Don't Let It Use You

Fear of missing out (FOMO) and social media anxiety are very real for teens.



© 2018 Common Sense Media. All rights reserved.  www.commonsense.org

Myth!

Myth  or  Truth  ? 

Parents spend less time on devices 
than kids/teens

Parents spend 9:22 with screen media daily, including for personal and work use. 7:43 of 
that time is devoted to personal screen time. Tweens spend an average of 6 hours/day 
and Teens an average of about 9 hours/day on screens.
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Model
Be a media mentor 
and set the standard.

Monitor
Use limits, not lectures, 
and be up front about 
checking their media 
use.

Mediate
Be ready to step in if 
necessary, but let teens 
make some choices on 
their own.
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Device-Free Zones and Times
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Use media to connect, have fun, and guide kids as they start to navigate on their own.

Instead of shutting it all down, build it up!
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Connect with us 

@commonsensemedia

@CommonSense

 commonsenseorg

Sign up today for our
tips and updates. 

Tell your school about our 
digital citizenship curriculum.

Tell

Resources for Support
commonsensemedia.org
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You got this!
(image positive thumbs up, slightly humorous ok)

YOU GOT THIS!



Any Questions?


